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To ensure your enterprise account experience remains running smoothly:
 
a. Army Training and Certification Tracking System (ATCTS) (USER).
 
    1). Open https://atc.us.army.mil/iastar in Internet Explorer and log in. 
 
    2). Click “Edit Account Info”.
Verify Enterprise Email address is acurate and up to date. 
Verify Desk Phone number is accurate and up to date.  
Change HQ Alignment Unit to USAREC.         o Click “Search for Unit”
         o Type USAREC in the Unit Search box and click OK.
         o Click “open” next to USAREC
         o Choose the location you are assigned to (click “Select” next to USAREC).
         o You will be prompted to use USAREC for the Signal Command/FCIO unit as well. Choose Yes.
         o Click “Update” at the bottom of the page.
 
3). Verify dates of the following training, if any training is missing or expired, you must complete training or your account will be suspended.
DoD Cyber Awareness Challenge Training; annual training - must be within 1 year of current date. If it has not been taken, is expired or expiring within 7 days, go to the Signal Center Information Assurance Training website: (https://ia.signal.army.mil/DoDIAA/default.asp). 
WNSF – If you have not taken WNSF training, go to the Information Assurance Virtual Training website (https://iatraining.us.army.mil/).         o Phishing Awareness v2.0, training only taken once
         o Portable Electronic Devices and Removable Storage Media v2.0, training only taken once.
         o Safe Home Computing, training only taken once.
         o Personally Identifiable Information (PII) v2.0, training only taken once.
 
4). Remove outdated agreements and upload current Acceptable Use Policy (AUP).
Scroll to the bottom of the page to the Documents section.          Remove any agreements which are no longer applicable, (i.e. Privileged Access Agreement and Duty       
          Appointment Orders) by clicking the red ‘X’.
 
Remove any previous AUP by clicking the red ‘X’.  
Put the date of AUP’s digital signature in the Date Signed box and click send files. 
5). ATCTS can now be closed.
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b. MilConnect (To update Global Address List (GAL) information.) (USER)
Open https://www.dmdc.osd.mil/milconnect in Internet Explorer.  
Click the "Sign In: button at the upper right. 
 
 
 
 
 
 
 
 
 
Click OK on the consent to monitor banner page. 
Choose Login under the CAC and have the user choose certificate.  (Do NOT select the email Certificate). 
In the top right corner of the page check “You are signed in as a …”. Make sure this says Sponsor. 
In "I want to..." section, select "Update work contact info (GAL)".                  o In "Personal Status" section:
            *In "Duty Organization:, select "United States Army"
            *In "Duty Suborganization", "select- TRADOC United States Army Recruiting Command".                           
            *Enter Office Symbol and "Job Title" information.
            *In "Duty Installation/Location", select "Fort Knox, KY (incl. Godman AAF)".
 
In "Address" section:         o Enter "Address Line 1 ", "City", "State", "Zip", and "Country" fields.
         
In "Personnel Email Addresses:o Select either "Yes" or "No" indicating your notification preference. 
Enter any relevant information in the "SIPRNet Email Address", JWICS Email Address: and Phone/Fax Numbers" sections. 
 c.  Register/Update Mass Warning and Notification System (MWNS) information (https://alert.csd.disa.mil)
 
 e.  Ensure you are added to any applicable group mailbox's and distribution lists.
 
 f.  Schedule/Attend the G6 CIO/Monthly Briefing.
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
 
 
I have received all IT equipment and processed through the required G-6 divisions.
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